AuthenTec Biometric Device Setup

Tech. Note: 20040524008Configuring the AuthenTec Biometric device
in Windows

Installation

OUTLINE

Download finger print read drivers, software, and software add on
Unzip 3 files to a temporary folders

Plug in Finger print reader, and load drivers

Install software

Install software add on

Remove Temporary folders

O WNER

The drivers and application will have to be installed on all workstations where an
AuthenTec device will be used, as well as on the Main Back-Office Server.

1. You will need to download the following 3 files: Biometric Fingerprint Drivers,
Biometric Fingerprint Software Utility, and Biometric Fingerprint Software Add-On
from http://www.posiflexusa.com/support/drivers.html

2. Unzip the 3 zip files to temporary directories i.e. C:\Temp\Driver,
C:\Temp\Software, and C:\Temp\Add On.

3. Plug in the finger print reader into the USB port of the station. If you are running
Windows XP, Windows will automatically install the drivers. For all other versions of
Windows, you will need to point it to the location of the drivers (C:\Temp\Drivers).

4. Go to C:\Temp\Software and run Setup.exe
The Install Wizard appears. Click Next.

5. AuthenTec Software - InstallShield Wizard X

Welcome to the InstallShield Wizard for
AuthenTec Software

The InstallShield{R.) Wizard will install AuthenTec Software on
your computer, To continue, click Mext,

Mext = ] [ Cancel
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AuthenTec Biometric Device Setup

Read the end-user agreement, and if you do agree, select
| Accept the terms in the license agreement, and then click Next.

i AuthenTec Software - InstallShield Wizard

License Agreement

Please read the Following license agreement carefully,

END-USER AGREEMENT FOR AUTHENTEC SOFTWARE #

AuthenTec Personal ldentification System Products

IMPORTANT - READ CAREFULLY: This AuthenTec End-
User License Agreement (“EULA") is a legal agreement
hetween you (either an individual or a single entity) and
AuthenTec, Inc. It covers the AuthenTec software
product identified above, which includes AuthenTec

| €

(%) 1 accept the terms in the license agreement

71 do not accept the terms in the license agreement

Inskallshield -

’ = Back ” Mext > ] [ Cancel ]

Enter in the Customer information, select Anyone who uses this computer, and then
click Next.

iia AuthenTec Software - InstallShield Wizard

Customer Information

Plzase enter your information.
Lser Mame:

Organizakion:

Install this application for:

(%) Anyone who uses this computer {all users)
() anly For me {Joe Amoreli)

< Back ” Next = ] [ Cancel
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AuthenTec Biometric Device Setup

Select Complete as the Setup Type, and click Next.
i AuthenTec Software - InstallShield Wizard

Setup Type

Choose the setup type that best suits vour needs,
Flease select a setup type.

(*) Complete

All program Features will be installed. (Reguires the most disk
space.)

O Custom

Chaose which progran Features vou want installed and where they
will be installed, Recommended For advanced users.,

’ = Back ” Mext > ] [ Cancel

To initiate the software installation, click Install.
i AuthenTec Software - InstallShield Wizard

Ready to Install the Program

The wizard is ready to begin installation.

Click, Install to begin the installation,

If you want to review ar change any of your installation settings, click Back. Click Cancel to
exit the wizard,

= Back ” Install ] [ Cancel
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AuthenTec Biometric Device Setup

Once installation is complete, click Finish.
ii® AuthenTec Software - InstallShield Wizard |‘)_(|

InstallShield Wizard Completed

The Installshield Wizard has successfully installed AuthenTec
Software, Click Finish to exit the wizard,

< Back | Finish | Cancel

5. Go to C:\Temp\Add On directory and run AT6210.exe. The add-on utility installs

itself with no user interaction. At the end of the installation, click on Finish. If the
system prompts you to reboot, do so.

6. Delete the C:\Temp\ directories you created for this installation.

Repeat steps 2 through 6 for all workstations as well as the main back office server.
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Tests

Enrollment Test

The Aware shortcut (highlighted icon) and the ATDatabase.dat file were added to
your desktop.

Note: Instructions beyond this point are for testing purposes. You could go
straight to the Maitre ‘D setup, but we recommend to first test the device
outside of Maitre’D. If the device does not work using the following steps, it
can not work within Maitre ‘D either.

Double click the Aware icon and follow these steps.

i —
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Select Enroll.

B AuthenTec ATAware. (DLL v6.2.1.0) (Sensor <Unnamed>)
File Cptions  Help

ATAware Main Menu _/@

ger in the FingerLoc database.

Identify

Identify the finger on the sensor using the FingerLoc database.

Validate ID

Walidate a specific uzer's identity uzing fingers enrolled in the database.

Data Capture

Wiew streaming images from the FingerLoc senzor,

Database

Wiew the list of users in the FingerLoc database, delete uzers,

Enter your name in the User ID field, select the finger you will be scanning, and

click OK.

User Identification

Cancel
' i*
{" [

Pleaze zelect the finger you wish to enmll.
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AuthenTec Biometric Device Setup

Read the instructions and press OK.

IMPORTANT...

' E Lift entire hand during finger "Lift-And-Feplace” requestsi

Make sure the biometric device is on a fixed and stable surface, and put the ball of
your finger on the biometric device. You will be required to scan it three times to
save your fingerprint.

Note: During the enrollment process, the fingerprint is saved in the
ATDatabase.dat file for later identification.

B AuthenTec ATAware. (DLL v6.2.1.0) (Sensor <Unnamed>)

File Cptions  Help

< _E_ﬂrQIIIUser ) _/@

-
Please place
finger on the

fingerprint
Sensar.
b A
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This is the screen after the first fingerprint capture. (In this screen capture, no real
fingerprint is shown).
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Third time, capture is complete, press ok.

M EuthenToc ATdwars - (DLL wii Fo140% [Sensor <Lhnnamed =)

Identification Test

Select ldentify.

M AuthenTec ATAware. (DLL v6.2.1.0) (Sensor <Unnamed>)
File Options Help

The screen looks similar as during the enrollment process, except for the title. The
PC will look through the database and authenticate any user whose fingerprint has
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AuthenTec Biometric Device Setup

been scanned. Put the ball of your finger on the biometric device and see if the
system identifies you.

M AuthenTec ATAware. (DLL v6.2.1.0) (Sensor <Unnamed>)

File Cptions  Help
< Identify User > /@J
e o

Flease place
finger on the
fingerprint
sensar.

.

If the biometric device identified you, it will display a message stating, “User (your
name) identified. Access granter”. The device is working properly, and you are now
ready to move on to the Maitre ‘D setup.

If the biometric device did not identify you, try going through the enrollment process
again, before trying the identification process again. If it still fails to identify you,
remove and reinstall the AuthenTec software and drivers, and try again. If all this

fails, contact Posiflex at tech.support@posiflexusa.com or (510) 429-7097.

© 2004 — Posera Inc. Page 10 of 18


mailto:tech.support@posiflexusa.com" 

AuthenTec Biometric Device Setup

Configuring the AuthenTec Biometric device in Maitre’D

Back-Office Setup

Once the AuthenTec software is installed and tested on the Main Server and all
workstations, there is a small amount of configuration to be setup in the Maitre’D
Back-Office.

System Configuration / View / Options / Devices

Biometric Reader
Select AuthenTec

General configuration

[ Restaurant ".HegionaISettings.'-Hepolt. Devices .Shipping. | Hame F'agéi
Beeper i |
Card “Wwriter Fort |Nu|| Vl
Card /riter M odel iPanacord vi
Scale Type | Toledo 8213 (30 bs) v

Kitchen bonitor |N0ne v

e —
Biometric Reader |.t'-\uthenTec_-.) v |
[_ Ok, ] ’ Cancel ] [ Apply ] [ Help
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AuthenTec Biometric Device Setup

POS Control / Workstation / Options / Devices
For each workstation where a biometric device is installed, click Add.

Workstation #1
I'W'Drkstation'!i-Mode-"-lnvoicé.i -Messagesl?i Paits 5-|':'rintegl. Devices | Advanced|
Device Type Part Driver []
Remaye
Properties

Select Biometric Reader, and then click Setup.

Add Device

Setup

| & Biometric Reader
o g

Cazh Card Reader
Q Cazh Drawer #1
Q Cazh Drawer #2
@& Coin Dizpenszer
bl

%5 Fiscal Printer

@ I30A

% Line Display

& Metwork, Printer
@ FIM Pad

@ Pritter
a Scale
J Scanner

© 2004 — Posera Inc. Page 12 of 18



AuthenTec Biometric Device Setup

Select the AuthenTec type, and click OK.

Device Setup

@ Biometnc Reader

Type ."-I".LJH'IEFITEE: |

The Biometric Reader is now setup. Click OK.

Workstation #1
wiorkstation | Mode | Invoice | Messages | Pots | Pinters| Devices | advanced|
= Part Drives | Add
'
ok | [ cance |[ ey ][ Heb
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AuthenTec Biometric Device Setup

POS Control / Employees / Configuration / Functions / Setup Functions

In the manager configuration, enable Access Setup.

Configuration #10 - C.manager

Special functionz

yzailability

I anager functions
Supstern functions
End of day
Remark

‘aid table

Mo sale

Split sales
Waste table
“Waste item
Close the shift
Initialize Pin Pad

EFT refund
Imventory adjustment
Dizplay theoretical quantity
Cash Card Operation
[[] Access other bar server table

| General | Invoice | Order | Transfer-;i P.OS. report-i Functions |.EMD I Deliver_l,l-ﬁj-l.:)iscount.': F'a_l,lrneﬁt;

Setup functionz

T able azzignment
Section azsignment
Dizzount availability
[ Privilege credit

[] Permatent meter
Meter adjustrent
Currency setup
Price change
Screen setup
Mode setup

Azzign weaiter
Fiedirect printer

: :

Calibration [wS DOS anly)

Table 0 functions
hocess
Check
Paymett
[1Fast order
[ Cirawer on tatal
Yiid

[ Bar server interupt

Food Runner

Ok l [ Cancel
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POS Access Setup

On the workstation, use a manager number to access the Functions screen. In the
Manager Menu, touch Access Setup.

MANAGER MENU

REDIRECT PRINTER

SYSTEM FUNCTIONS

RE-OPEN THE CHECK

CANCEL CHECK

Access Setup

DRAWER SETUP

EXIT MORE...

Select an employee ready to scan a fingerprint.
Note: The employee must have been previously created in the Back-Office
before they can be fingerprinted.

FETER BAR SERVER FAST FOOD ORDER DELWERY  |ELWVERY DRIVE]
BARTENDER | HEAD SERVER CASHIER MANAGER HOSTESS  |LOSE CARRYOL
LSTFOODREST| IVE FONCTIONS RIVER MANAGEI WITH CASHIER | CARD SERVER |CARD MANAGER
DRIVER #26 DRIVER #27 DRIVER #28 DRIVER #29 DRIVER #30 JOHN
Juby LIZA HELEHM MikE bar server 38 bar server 40
MORE... SERVER EXIT

Have the employee put the ball of a first finger on the device. The system will
require that this finger be scanned three times.
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AuthenTec Biometric Device Setup

Waiting for fingerprint #1 (1)

Scan left 3

CANCEL

Have the employee put the ball of a different finger on the device, in case the first
finger gets hurt, burned or cut. The system will require that this other finger be
scanned three times as well.

Waiting for fingerprint #2 (1)

Scan left 3

CANCEL
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Optional Back-Office Setup

POS Control / View / Options / Security

You can also adjust the way the system uses the biometric device with these
options.

Biometric Log on Only:

Enable this option to force employees to use the biometric device, and disable the
server’s passwords. If this option in disabled, employees will still be able to log on
using their server number and password.

Biometric TA Punch Only:

Select this option to force employees to use the biometric device when they punch
in, and disable the server’'s passwords, even if the employee record is linked to a
server number and that server number does not need the biometric device to order.

Biometric as Validation Device:

Select this option to use the biometric device only to validate an employee’s identity
instead of a password. Employees will still have to enter their server number on the
workstation to identify themselves, but when the password is required, they will
touch the biometric device instead of entering their password. The same will apply
when punching in or out with the Time & Attendance module.

Configuration

_.DptiDH.S“ Check F'rinting.l: Security é-Home Page -
Option Time Out Delay

Biometric Log on Onl - o
0 g y Inactivity 0| Minutes

Biometric T4 Punch Only

Biometric az Yalidation Device

[C1Un3
[] Manager T akeaver

[ rvvoice &dvanced Integrity

(0] l ’ Cancel ] [ Apply ] [ Help
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The following is an example of an employee trying to log on without using the
biometric device, when the Biometric Log on Only option is enabled.

g THU JUNE 10.2004 08:22:16 waw.nailredpozcom

Maitre'D Demo #3 MODE BREAKFAST

You have 3 lines of
30 characters far me

Have a nice day 11 Biometric use is mandatory ENTER

Touch the screen to continue...

READING
1 2 3 FUNCTION
0 00 PUNCH CLOCK
RECEIVABLE
UPDATE B EXIT
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